
INFORMATION RESOURCES POLICY 
 

The following are prohibited under the University Information Resources Policy: 
a. Unauthorized use of University information resources including the unauthorized sharing with 

individuals who otherwise have no authority to access University information resources. 
b. Use of University information resources for unauthorized or nonacademic purposes including, but not 

limited to, illegal access, attempted or actual unauthorized accessing, copying, transporting or 
installing programs, records, data, or software belonging to the University, another user, or another 
entity, and/or illegal activity. 

c. Attempted or actual breach of the security of another user’s account and/or computing system, 
depriving another user of access to Muskingum University Information resources, compromising the 
privacy of another user or disrupting the intended use of University information resources. 

d. Attempted or actual use of the University’s information resources for unauthorized use. 

e. Attempted or actual use of University’s information resources to interfere with the normal operation of 

the University. 
f. Access, creation, storage, or transmission of material deemed obscene, in accordance with 

Federal, State, or Local law. Failure to report discovery of obscene material on any University 
information resource to the University. 

g. Attempted or actual destruction, disruption or modification of programs, records or data belonging 
to or licensed by the University. 

h. Intentional sending of unsolicited and unwanted electronic communications of faculty, staff, and 
students to parties with whom the sender has no existing business using University information 
resources. 
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